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1.0BJETIVO

Dando cumplimiento a lo dispuesto en la Ley estatutaria 1581 de 2012 y a su Decreto Reglamentario
1377 de 2013 (hoy Capitulo 25 del decreto 1074 del 26 de mayo de 2015), la compania SEPROT -
Servicios profesionales y tecnolégicos SAS , adopta la presente politica para el tratamiento de datos
personales, la cual sera informada a todos los titulares de los datos recolectados o que en el futuro se
obtengan en el ejercicio de las actividades profesionales, comerciales y laborales, garantizando asi, los
derechos de la privacidad, la intimidad, el buen nombre, habeas data. En el tratamiento de los datos
personales, y en consecuencia todas sus actuaciones se regiran por los principios de legalidad, finalidad,
libertad, veracidad o calidad, transparencia, acceso Yy circulacién restringida, seguridad y
confidencialidad.

Todas las personas que, en desarrollo de diferentes actividades, en el ejercicio de las actividades
profesionales, comerciales, laborales y entre otras, sean permanentes u ocasionales, llegaran a
suministrar a la compania cualquier tipo de informacién o dato personal, podra conocerlo, actualizarlo y
rectificarlo.

2.NOMBRE E IDENTIFICACION DEL RESPONSABLE

RESPONSABLE DEL TRATAMIENTO DE DATOS NOMBRE: SERVICIOS PROFESIONALES Y
TECNOLOGICOS S.A.S., SEPROT S.A.S.

NIT: 900.499.944-4

DIRECCION: KM 1.5 VIA CHIA CAJICA EDIFICIO OXUS LOCAL 101

CORREQO: coordinacionseprotsas@gmail.com

TELEFONO: 3183898386

3.AMBITO DE APLICACION.

La presente politica sera aplicable a los datos personales registrados en cualquier base de datos cuyo
titular sean pacientes, clientes, empleados, embajadores, proveedores, aliados comerciales y en general
a toda persona natural o juridica que tenga relacion con nuestra compaiiia.

4. DEFINICIONES. Para los efectos de la presente politica y en concordancia con la normatividad
vigente en materia de proteccion de datos personales, se tendran en cuenta las siguientes definiciones.

AUTORIZACION: Consentimiento previo, expreso e informado del Titular para llevar a cabo el
Tratamiento de datos personales.
AVISO DE PRIVACIDAD: Comunicacion verbal o escrita generada por el responsable, dirigida al
Titular para el tratamiento de sus datos personales, mediante la cual se le informa acerca de la existencia
de las politicas de tratamiento de informacion que le seran aplicables, la forma de acceder a las mismas
y las finalidades del tratamiento que se pretende dar a los datos personales.

BASE DE DATOS: Conjunto organizado de datos personales que sea objeto de tratamiento.

CAUSAHABIENTE: persona que ha sucedido a otra por causa del fallecimiento de ésta (heredero).
DATO PERSONAL: Cualquier informacion vinculada o que pueda asociarse a una o varias personas
naturales determinadas o determinables.
DATO PUBLICO: Es el dato que no sea semiprivado, privado o sensible. Son considerados datos
publicos, entre otros, los datos relativos al estado civil de las personas, a su profesion u oficio ya su
calidad de comerciante o de servidor publico. Por su naturaleza, los datos publicos pueden estar
contenidos, entre otros, en registros publicos, documentos publicos, gacetas y boletines oficiales y
sentencias judiciales debidamente ejecutoriadas que no estén sometidas a reserva.

DATOS SENSIBLES: Se entiende por datos sensibles aquellos que afectan la intimidad del Titular o
cuyo uso indebido puede generar su discriminacion, tales como que revelen el origen racial o étnico, la
orientacion politica, las convicciones religiosas o filosoficas, la pertenencia a sindicatos, organizaciones
sociales, de derechos humanos o que promueva intereses de cualquier partido politico o que garanticen
los derechos y garantias de partidos politicos de oposicion, asi como los datos relativos a la salud, a la
vida sexual, y los datos biométricos.
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ENCARGADO DEL TRATAMIENTO: Persona natural o juridica, publica o privada, que por si misma
0 en asocio con otros, realice el Tratamiento de datos personales por cuenta del responsable del
Tratamiento.

RESPONSABLE DEL TRATAMIENTO: Persona natural o juridica, publica o privada, que por si
misma o en asocio con otros, decida sobre la base de datos y/o el Tratamiento de los datos.
TITULAR: Persona natural cuyos datos personales sean objeto de Tratamiento.

TRATAMIENTO: Cualquier operacion o conjunto de operaciones sobre datos personales, tales como
la recoleccion, almacenamiento, uso, circulacion o supresion.

TRANSFERENCIA: La transferencia de datos tiene lugar cuando el responsable y/o encargado del
tratamiento de datos personales, ubicado en Colombia, envia la informacién o los datos personales a un
receptor, que a su vez es responsable del tratamiento y se encuentra dentro o fuera del pais.
TRANSMISION: Tratamiento de datos personales que implica la comunicacién de estos dentro o fuera
del territorio de la Republica de Colombia cuando tenga por objeto la realizacion de un tratamiento por
el encargado por cuenta del responsable.

5.PRINCIPIOS.

Para efectos de garantizar la proteccion de datos personales, nuestra compania, aplicara los principios
previstos en la ley estatutaria 1581 de 2012 en su articulo 4, el Decreto 1377 de 2013, articulo 15 de la
Constitucion Politica, Capitulo 25 del decreto 1074 del 26 de mayo de 2015, Decreto Reglamentario 886
de 2014, Decreto 090 del 18 de enero de 2018 y con base a esto, se debera realizar el tratamiento,
transferencia y transmision de datos personales:

PRINCIPIO DE LEGALIDAD EN MATERIA DE TRATAMIENTO DE DATOS:

El tratamiento de datos es una actividad reglada, la cual debera estar sujeta a las disposiciones legales
vigentes y aplicables rigen el tema.

PRINCIPIO DE FINALIDAD: la actividad del tratamiento de datos personales que realice LA COMPANIA
o a la cual tuviere acceso, obedeceran a una finalidad legitima en consonancia con la Constitucion

Politica de Colombia, la cual debera ser informada al respectivo titular de los datos personales.
PRINCIPIO DE LIBERTAD: EIl tratamiento de los datos personales soélo puede realizarse con el
consentimiento, previo, expreso e informado del Titular. Los datos personales no podran ser obtenidos
o divulgados sin previa autorizacion, o en ausencia de mandato legal, estatutario, o judicial que releve
el consentimiento.

PRINCIPIO DE VERACIDAD O CALIDAD: La informacién sujeta a Tratamiento de datos personales
debe ser veraz, completa, exacta, actualizada, comprobable y comprensible. Se prohibe el Tratamiento
de datos parciales, incompletos, fraccionados o que induzcan a error.

PRINCIPIO DE TRANSPARENCIA: En el tratamiento de datos personales, LA COMPANIA garantizara
al Titular su derecho de obtener en cualquier momento y sin restricciones, informacién acerca de la
existencia de cualquier tipo de informacion o dato personal que sea de su interés o titularidad.
PRINCIPIO DE ACCESO Y CIRCULACION RESTRINGIDA: El tratamiento de datos personales se
sujeta a los limites que se derivan de la naturaleza de éstos, de las disposiciones de la ley y la
Constitucion. En consecuencia, el tratamiento sélo podra hacerse por personas autorizadas por el titular
y/o por las personas previstas en la ley. Los datos personales, salvo la informacién publica, no podran
estar disponibles en internet u otros medios de divulgacién o comunicacion masiva, salvo que el acceso
sea técnicamente controlable para brindar un conocimiento restringido sélo a los titulares o terceros
autorizados conforme a la ley. Para estos propésitos la obligacion de LA COMPANIA, sera de medio.
PRINCIPIO DE SEGURIDAD: la informacion sujeta a tratamiento por LA COMPANIA, se debera manejar
con las medidas técnicas, humanas y administrativas que sean necesarias para otorgar seguridad a los
registros evitando su adulteracion, pérdida, consulta, uso 0 acceso no autorizado o fraudulento.
PRINCIPIO DE CONFIDENCIALIDAD: Todas las personas que en LA COMPANIA, administren,
manejen, actualicen o tengan acceso a informaciones de cualquier tipo que se encuentre en bases de
datos, estan obligadas a garantizar la reserva de la informacion, por lo que se comprometen a conservar
y mantener de manera estrictamente confidencial y no revelar a terceros, toda la informaciéon que
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llegaren a conocer en la ejecucién y ejercicio de sus funciones; salvo cuando se trate de actividades
autorizadas expresamente por la ley de proteccién de datos. Esta obligacion persiste y se mantendra
inclusive después de finalizada su relacion con alguna de las labores que comprende el Tratamiento.
6.DERECHOS DEL TITULAR DE LA INFORMACION.

De acuerdo con lo contemplado por la normatividad vigente aplicable en materia de proteccion de datos,
los siguientes son los derechos de los titulares de los datos personales:

1. Acceder, conocer, actualizar y rectificar sus datos personales frente a la empresa SEPROT -
SERVICIOS PROFESIONALES Y TECNOLOGICOS SAS en su condicion de responsable del
tratamiento. Este derecho se podra ejercer, entre otros, frente a datos parciales, inexactos, incompletos,
fraccionados, que induzcan a error, o aquellos cuyo tratamiento esté expresamente prohibido o no haya
sido autorizado.

2. Ser informado por previa solicitud, respecto del uso que le ha dado a sus datos personales.

3. Presentar queja ante la Superintendencia de Industria y Comercio por infracciones a lo dispuesto en
la Ley 1581 de 2012 y las demas normas que la modifiquen, adicionen o complementen, una vez haya
agotado el tramite de reclamo ante el responsable o encargado del tratamiento de datos personales.

4. Revocar la autorizacion y/o solicitar la supresién del dato cuando en el Tratamiento no se respeten
los principios, derechos y garantias constitucionales y legales.

5. Acceder en forma gratuita a sus datos personales que hayan sido objeto de tratamiento, al menos
una vez cada mes calendario, y cada vez que existan modificaciones sustanciales de la presente politica
gue motiven nuevas consultas.

6. Conocer la politica de tratamiento de datos de la entidad y a través de ella, el uso o finalidad que se
le dara a sus datos personales.

7. Los demas sefialados por el articulo 8 de la Ley 1581 de 2012.

7.DERECHOS DE LOS NINOS Y ADOLESCENTES.

En el tratamiento de datos personales se asegurara el respeto a los derechos prevalentes de los
menores. Queda proscrito el tratamiento de datos personales de menores, salvo aquellos datos que
sean de naturaleza publica, y en este caso el tratamiento debera cumplir con los siguientes parametros:
a. Responder y respetar el interés superior de los menores. b. Asegurar el respeto de los derechos
fundamentales de los menores.

8.DEBERES DEL TITULAR: Como responsable y encargada del tratamiento de datos, la compania se
compromete a cumplir los siguientes deberes, sin perjuicio de las demas disposiciones previstas en la
ley, en las disposiciones que se refieran al tratamiento de datos personales:

1. Garantizar al Titular, en todo tiempo, el pleno y efectivo ejercicio del derecho de habeas data;

2. Solicitar y conservar, en las condiciones previstas en la presente ley, copia de la respectiva
autorizacién otorgada por el Titular;

3. Informar debidamente al titular sobre la finalidad de la recoleccion y los derechos que le asisten por
virtud de la autorizacién otorgada;

4. Conservar la informacion bajo las condiciones de seguridad necesarias para impedir su adulteracion,
pérdida, consulta, uso o acceso no autorizado o fraudulento;

5. Garantizar que la informacién que se suministre al encargado del tratamiento sea veraz, completa,
exacta, actualizada, comprobable y comprensible;

6. Actualizar la informacion, comunicando de forma oportuna al Encargado del Tratamiento, todas las
novedades respecto de los datos que previamente le haya suministrado y adoptar las demas medidas
necesarias para que la informacién suministrada a este se mantenga actualizada;

7. Rectificar la informacion cuando sea incorrecta y comunicar lo pertinente al Encargado del
Tratamiento;

8. Suministrar al encargado del tratamiento, segun el caso, unicamente datos cuyo Tratamiento esté
previamente autorizado de conformidad con lo previsto en la presente ley;

9. Exigir al encargado del tratamiento en todo momento, el respeto a las condiciones de seguridad y
privacidad de la informacion del titular;

10. Tramitar las consultas y reclamos formulados en los términos sefialados en la presente ley;

MANUAL INTERNO DE POLITICAS Y PROCEDIMIENTOS PARA EL

TRATAMIENTO DE DATOS PERSONALES Version 01 Pdgina 4 de 8



11. Adoptar un manual interno de politicas y procedimientos para garantizar el adecuado cumplimiento
de la ley y en especial, para la atencion de consultas y reclamos;

12. Informar al encargado del tratamiento cuando determinada informacién se encuentra en discusion
por parte del titular, una vez se haya presentado la reclamacién y no haya finalizado el tramite respectivo;
13. Informar a solicitud del Titular sobre el uso dado a sus datos;

14. Informar a la autoridad de proteccion de datos cuando se presenten violaciones a los codigos de
seguridad y existan riesgos en la administracién de la informacion de los Titulares.

15. Cumplir las instrucciones y requerimientos que imparta la Superintendencia de Industria y Comercio.
16. Usar unicamente datos cuyo tratamiento esté previamente autorizado de conformidad con lo previsto
en laley 1581 de 2012.

17. Permitir el acceso a la informacién Uunicamente a las personas que pueden tener acceso a ella. 18.
Usar los datos personales del titular sélo para aquellas finalidades para las que se encuentre facultada
debidamente y respetando en todo caso la normatividad vigente sobre proteccién de datos personales.
9.AUTORIZACION Y CONSENTIMIENTO DEL TITULAR. En el Tratamiento de datos, se requiere la
autorizacion previa e informada del titular, tal como lo consagra el articulo 9 de la ley 1581 de 2012, por
ello, la compania requerira del consentimiento libre, previo, expreso e informado del titular de los datos
personales para el tratamiento de los mismos.

Manifestacion de la autorizacion para el uso de los datos por parte de los particulares a la compadia: 1.
El titular, quien debera acreditar su identidad en forma suficiente por los distintos medios que le ponga
a disposicion.

2. Los causahabientes del titular, quienes deberan acreditar tal calidad.

3. El representante y/o apoderado del titular, previa acreditacién de la representacion o apoderamiento.
No se requerira autorizacion por parte de los titulares de los datos, en los siguientes casos, los cuales
se encuentran exentos y autorizados en la ley:

1. Informacién requerida por una entidad publica o administrativa en ejercicio de sus funciones legales
o por orden judicial.

2. Datos de naturaleza publica.

3. Casos de urgencia médica o sanitaria.

4. Tratamiento de informaciéon autorizado por la ley para fines historicos, estadisticos o cientificos. 5.
Datos relacionados con el Registro Civil de las Personas.

10.MEDIOS PARA OTORGAR LA AUTORIZACION. SEPROT - Servicios profesionales y tecnoldgicos
SAS , obtendra la autorizacién mediante diferentes medios, entre ellos el documento fisico, electrénico,
mensaje de datos, Internet, Sitios Web, o en cualquier otro formato que en todo caso permita la obtencion
del consentimiento mediante conductas inequivocas a través de las cuales se concluya que de no
haberse surtido la misma por parte del titular o la persona legitimada para ello, los datos no se hubieran
almacenado o capturado en la base de datos.

La autorizacion sera solicitada por nuestra compafia de manera previa al tratamiento de los datos
personales.

11.PRUEBA DE LA AUTORIZACION. La compafiia conservara la prueba de la autorizacién otorgada
por los titulares de los datos personales para su tratamiento, para lo cual utilizara los mecanismos
disponibles a su alcance en la actualidad al igual que adoptara las acciones necesarias para mantener
el registro de la forma y fecha en la que obtuvo ésta. En consecuencia, la compania podra establecer
archivos fisicos o repositorios electrénicos realizados de manera directa o a través de terceros
contratados para tal fin.

12.REVOCATORIA DE LA AUTORIZACION. Los titulares de los datos personales pueden en cualquier
momento revocar la autorizacion otorgada a la compafiia para el tratamiento de sus datos personales o
solicitar la supresion de estos, siempre y cuando no lo impida una disposicion legal o contractual.

Establecera mecanismos sencillos y gratuitos que permitan al titular revocar su autorizacién o solicitar
la supresién sus datos personales, al menos por el mismo medio por el que lo otorgd. Para lo anterior,
debera tenerse en cuenta que la revocatoria del consentimiento puede expresarse, por una parte, de
manera total en relacion con las finalidades autorizadas, y por lo tanto la compania debera cesar
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cualquier actividad de tratamiento de los datos; y por la otra de manera parcial en relacién con ciertos
tipos de tratamiento, en cuyo caso seran estos sobre los que cesaran las actividades de tratamiento,
como para fines publicitarios, entre otros.

En este ultimo caso, la companiia podra continuar tratando los datos personales para aquellos fines en
relacién con los cuales el titular no hubiera revocado su consentimiento.

Es necesario recordar que la informacién consignada en las historias clinicas, a la que alude la
Resolucion No. 1995 de 1999 del Ministerio de Salud, no podra eliminarse, ni aun a peticidon de su titular
por disposicion de ley. Tampoco los datos que conforman los registros y/o datos del Registro Individual
de Prestacion de Servicios de Salud (RIPS), reglamentados por la Resolucién 3374 de 2000 del Min
Salud.
13.TRATAMIENTO AL CUAL SERAN SOMETIDOS LOS DATOS Y FINALIDAD DEL MISMO.

1. Tratamiento de datos y finalidades de los mismos.

1. Realizar videos de seguridad; teniendo en cuenta que es por el bienestar de los pacientes,
trabajadores, prestadores de servicios y demas personas que ingresan a las instalaciones, entendiendo
siempre que mis datos e imagenes seran tratados de manera privada y respetuosa de acuerdo a lo
establecido en el presente documento. Con respecto de las imagenes recolectadas por las camaras de
seguridad, estas seran utilizadas unicamente con fines de seguridad, y fines internos de la compafia
como reducir incidentes de inseguridad, mejoramiento de la efectividad en los trabajadores de la
empresa y el aumento del beneficio para la empresa. En casos eventuales los videos de seguridad
podran ser utilizados para ser aportados a procesos judiciales.

2. cumplimiento de los compromisos contractuales que se suscriban entre la $paciente_nombre$ y los
titulares de los datos.

3. Procesos de actualizacién, programacion y confirmacion de agendas y atencion de citas.

4. Envio de informacién acerca de nuestras promociones en tratamientos y productos.

5. ofrecerles nuevos servicios y productos relacionados con nuestra actividad en el campo odontolégico.

6. envio de informacién de eventos y campanas en salud oral, promociones y ofertas.

7. informar sobre cambios de nuestros productos y/o servicios, con la finalidad de que los titulares de la
informacion estén actualizados de nuestra oferta de servicios.

8. Realizar encuestas relacionadas con los servicios o bienes de la compafia con el fin de mejorar la
atencién y calidad en los servicios que presta la compaifiia.

9. captacion de la imagen de los usuarios, para efectos de distribucion, reproduccion y comunicacion
publica a través de las fotos y videos realizados por el equipo de fotografia y video de la compaiiia,
imagen que sera captada durante la realizacion de los procedimientos odontolégicos que sean
practicados o después de ello, previa autorizacién de los usuarios o titulares de los datos, dejando
completamente claro a los titulares de los datos que por tratarse de datos sensibles pueden abstenerse
de emitir dicha autorizacion, toda vez que no esta obligado a otorgar, esto, para que la compafiia pueda
usar la imagen para publicitar sus servicios o productos en sus redes sociales, pagina web o
dependencias de la compafiia. siempre y cuando el paciente autorice previamente, el uso de sus datos
de imagen para tal fin.

10. En cuanto a los datos de contratistas y proveedores se trataran sus datos con la finalidad de atender
las obligaciones que emanen de los contratos correspondientes, los mismos seran tratados para efecto
de verificar referencias, evaluar su desempeno, asi como efectuar analisis estadisticos.

11. Frente a los contratos de los colaboradores o trabajadores de la compafiia, se considera que dentro
de las actividades necesarias para el cumplimiento de su objeto se incluyen el tratamiento de datos
financieros para efectos del pago y las obligaciones de seguridad social, asi como inclusién en el
programa de beneficios de la compania, las evaluaciones de desempefo y programas de capacitacion.

12. Informacién con relacion a datos de salud del paciente estrictamente relacionados con su salud
bucal, con la finalidad de llevar control de los procedimientos odontolégicos contratados por los usuarios.
Datos que seran consignados en las historias clinicas. 1. Informacién biométrica (audio, video y/o
fotografia).
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La informacién que sea recolectada por la compafiia con relacién a video, audio, y/o fotografia sera
tratada para los siguientes fines.

1. Contar con un esquema de seguridad que permita facilitar el acceso de los usuarios, identificar
plenamente a través de video vigilancia, la seguridad de los bienes de SEPROT - Servicios profesionales
y tecnoldgicos SAS, sus clientes proveedores y visitantes. La recoleccién y tratamiento sera opcional y
requiere autorizacién por escrito del titular, con excepcién de la informacién que se obtiene por el
esquema de video vigilancia, para el cual bastara un aviso de privacidad ubicado en las instalaciones
de las sedes de la compainiia, el cual debera informar a los asistentes la presencia y finalidad de las
camaras.

2. Con relacion a los usuarios que previamente informados y luego de que emitan su autorizacion, se
procedera a la captacion de su imagen, para efectos de distribucion, reproduccion y comunicacion
publica a través de las fotos y videos realizados por el equipo de fotografia y video de la compaifia,
imagen que sera captada durante la realizacion de los procedimientos odontolégicos que sean
practicados o después de ello, previa autorizacién de los usuarios o titulares de los datos, dejando
completamente claro a los titulares de los datos que por tratarse de datos sensibles pueden abstenerse
de emitir dicha autorizacion, toda vez que no esta obligado a otorgar. La recoleccion de estos datos sera
usada por la compafia con la finalidad de mostrar al publico en general testimonios y resultados
obtenidos por los usuarios luego de la prestacion del servicio odontolégico, basados en testimonios
reales e imagen, asi mismo tendra como finalidad publicitar los servicios o productos de la compafiia en
redes sociales, pagina web o dependencias de la compaiiia.

AVISO DE PRIVACIDAD.

El Aviso de Privacidad es el documento fisico, electronico o en cualquier otro formato, puesto a
disposicién del titular para informarle acerca del tratamiento de sus datos personales. A través de este
documento se comunica al titular la informacion relacionada con la existencia de las politicas de
tratamiento de informacion de la companiia y que le seran aplicables, la forma de acceder a las mismas
y las caracteristicas del tratamiento que se pretende dar a los datos personales recolectados. El aviso
de privacidad debera contener, como minimo, la siguiente informacion:

1. La identidad, domicilio y datos de contacto del responsable del tratamiento.

2. El tipo de tratamiento al cual seran sometidos los datos vy la finalidad del mismo.

3. Los derechos del titular.

4. Los mecanismos generales dispuestos por el responsable para que el titular conozca la politica de
tratamiento de la informacién y los cambios sustanciales que se produzcan en ella. En todos los casos,
debe informar al titular como acceder o consultar la politica de tratamiento de informacion. 5. El caracter
facultativo de la respuesta relativa a preguntas sobre datos sensibles. GARANTIAS DEL DERECHO DE
ACCESO A LOS DATOS.

Para garantizar el derecho de acceso del titular de los datos, pondra a disposicion de éste, previa
acreditacion de su identidad, legitimidad, o personalidad de su representante, sin costo o erogacion
alguna, de manera pormenorizada y detallada, los respectivos datos personales a través de todo tipo de
medio, incluyendo los medios electronicos que permitan el acceso directo del titular a ellos. Dicho acceso
debera ofrecerse sin limite alguno y le deben permitir al titular la posibilidad de conocerlos y actualizarlos
en linea.

PROCEDIMIENTO PARA CONSULTA SOBRE EL TRATAMIENTO DE DATOS POR SUS
TITULARES. SEPROT - Servicios profesionales y tecnologicos SAS proporciona los medios idoneos
para la consulta, por parte de los titulares de los datos personales, sobre el tratamiento de sus datos,
los cuales seran informados dentro de los formularios de recoleccion de datos personales.
PROCEDIMIENTO PARA CORREGIR, ACTUALIZAR, RECTIFICAR O SUPRIMIR LOS DATOS.
SEPROT - Servicios profesionales y tecnoldgicos SAS en cumplimiento del Régimen General de
Proteccion de Datos Personales, procedera a corregir, actualizar, rectificar o suprimir los datos
personales a solicitud del titular o su representante, en los términos sefialados en la ley.
PROCEDIMIENTO PARA SUPRESION DE DATOS. El titular de los datos personales tiene el derecho
de solicitar a la companiia su supresion en cualquiera de los siguientes eventos:
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1. Considere que los mismos no estan siendo tratados conforme a los principios, deberes y obligaciones

previstas en la normatividad vigente.

2. Hayan dejado de ser necesarios o pertinentes para la finalidad para la cual fueron recabados.

3. Se haya superado el periodo necesario para el cumplimiento de los fines para los que fueron
recabados. Esta supresion implica la eliminacion total o parcial de la informacién personal de acuerdo
con lo solicitado por el titular en los registros, archivos, bases de datos o tratamientos realizados por el
titular, Sin embargo, este derecho del titular no es absoluto y en consecuencia podra negar el ejercicio
del mismo cuando:

a) El titular tenga un deber legal o contractual de permanecer en la base de datos.

b) La eliminacion de datos obstaculice actuaciones judiciales o administrativas vinculadas a
obligaciones fiscales, la investigacion y persecucion de delitos o la actualizacion de sanciones
administrativas.
c) Los datos sean necesarios para proteger los intereses juridicamente tutelados del titular; para realizar
una accion en funcion del interés publico, o para cumplir con una obligacion legalmente adquirida por el
titular.
RESPONSABLE Y ENCARGADO DEL TRATAMIENTO DE DATOS PERSONALES SEPROT SAS,
actua como RESPONSABLE del tratamiento de datos personales en virtud de la recoleccion que realice
directamente de los datos de sus pacientes, clientes, empleados, embajadores, proveedores, aliados
comerciales y en general a toda persona natural o juridica que tenga relacién con nuestra compaiia,
ademas actua como ENCARGADO del tratamiento de datos personales en virtud de los acuerdos y
convenios para compartir datos personales que suscriba con terceros con la finalidad de hacer ofertas
de servicios de caracter comercial, asi como para desarrollar la labor encomendada.
EL titular como responsable o encargado del tratamiento de datos personales, podra suscribir alianzas
0 convenios para la oferta de servicios comerciales, para lo cual ha obtenido el consentimiento previo,
informado y expreso de los titulares de los datos y de los responsables del tratamiento de datos
personales, garantizando de esta manera los derechos a la proteccion de los datos.
TRANSFERENCIAS DE DATOS PARA TRATAMIENTO POR TERCEROS NACIONALES E
INTERNACIONALES. SEPROT SAS puede transmitir o transferir de manera parcial o total los datos
personales a terceros en el pais o en el exterior, en desarrollo de su objeto social, para lo cual solicito
previamente autorizacidon de su titular e implementar las acciones necesarias para el cumplimiento de
los preceptos legales de Colombia, mediante la suscripcion de acuerdos y convenios para compartir
datos personales para la oferta de servicios de caracter comercial.
VIGENCIA DE LA POLITICA. La presente politica rige a partir de la fecha de su publicacién y deja sin
efectos las demas disposiciones institucionales que le sean contrarias. Lo no previsto en el presente
manual se reglamentara de acuerdo con el Régimen General de Proteccidén de Datos Personales vigente
en Colombia.

Aprobado,

SERVICIOS PROFESIONALES Y TECNOLOGICOS S.A.S,,
SEPROT S.A.S.
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